
 
EDGE AUTONOMY PRIVACY POLICY 

Thank you for reviewing the Edge Autonomy Opera ons Privacy Policy.  Edge Autonomy Opera ons, LLC. 
and its group of companies, which use brands including, but not limited to, Edge Autonomy Opera ons, 
Edge Autonomy Bend, Edge Autonomy San Luis Obispo, Edge Autonomy Riga, Edge Energy Systems 
(collec vely "Edge"), are sensi ve to the issue of confiden ality in online interac ons are commi ed to 
protec ng individual privacy across our range of websites, mobile applica ons, products, solu ons, and 
services (collec vely our "Services"). 
 
This Statement applies to visitors, employees, and users of Edge Services that link to this Statement. 
Some of our services adopt different privacy statements, or privacy no ces, that supplement this 
Statement, to be er-fit transac ons taking place on those Edge Autonomy Services or in accordance 
with local privacy laws. 
 
If you are a California resident, you may be en tled to addi onal rights over your personal informa on. 
For more informa on about those rights and how to exercise them, please see our Privacy No ce for 
California Residents, which is incorporated by reference into this policy. 
 
Edge Autonomy does not knowingly sell your personal informa on. However, legally, we s ll need to 
disclose to you what informa on is collected and how the informa on is used. This policy may be 
updated occasionally depending on local, state, and federal laws. 
 
Informa on covered in Edge Autonomys Privacy Policy: 

 Collec on of Personal Informa on 
 Use of Informa on We Collect 
 Collec on and Use of Loca on Data 
 Informa on Collected Automa cally 
 Third-Party Websites 
 With Whom Do We Disclose Personal Informa on 
 How Do We Protect Personal Informa on 
 Your Privacy Rights 
 California Privacy No ce 
 Exercise of Rights per the European Union General Data Protec on Regula on (GDPR)Federal 

Trade Commission (FTC) Compliance 
 Binding Arbitra on 
 Children’s Privacy 
 Data Reten on 
 Third-Party Websites 
 Corporate Changes 
 Statement Revisions 

 
Collec on of Personal Informa on 
Edge ?Autonomy collects personal informa on from and about individuals for various purposes. In some 
cases, Edge requests personal informa on from you, your employer, or through the devices you use to 
interact with our Services. The personal informa on Edge processes is transferred to, stored, and 
processed in the United States or any other country where Edge or its affiliates or subcontractors maintain 
facili es. Certain services must disclose informa on to third par es assis ng us in processing a transac on 



 
requested by you (e.g., credit card service providers). In addi on, Edge may hire service providers to 
perform work on its behalf. Any such service providers will be permi ed to obtain data from the services 
only to deliver the services Edge has retained them to provide and will be prohibited from using data for 
any other purpose. Examples of personal informa on may include: 
 

 Iden fy Data:  Which may include first and last name and tle. 
 Contact Data:  Which may include your postal address, email address, and telephone number. 
 Log-in Creden als:  These may be used to retrieve forgo en creden als. 
 Financial Data: Which may include your payment card details and billing address. 
 Transac on Data: This includes details about payments to and from you and other details for 

products and services you have purchased from us. 
 Marke ng and Communica ons Data: This includes your preferences in receiving marke ng and 

non-marke ng communica ons from us. 
 Employment Data: If you apply for employment with Edge Autonomy Opera ons, LLC., we will 

collect your employment and work history, as well as personal informa on related to your 
poten al employment. This may include your educa on and employment history, address and 
contact informa on, demographic informa on, and any other informa on contained in your 
resume or applica on. 

 Passport of Government Iden fica on Informa on: This may be used to confirm your iden ty 
when applying for employment. 

 
Use of Informa on We Collect:  
Edge uses your personal informa on in a variety of ways, depending on how you interact with Edge, 
including to: 

 For the specific business purposes related to the goods and services we provide. 
 To process and deliver customer orders. 
 To manage payments, fees, and charges. 
 To manage our rela onship with you, such as communica ng with you about our goods and 

services, providing customer service, and no fying you of changes to our terms or privacy policy. 
 To administer and protect our business and services, including troubleshoo ng and performing 

data analysis, tes ng, system maintenance, support, repor ng, and hos ng of data. 
 To detect, prevent, or otherwise address fraud, security, or technical issues, including by 

monitoring and enforcing compliance with our terms of use, appropriate use policies, and 
privacy policies. 

 To defend our interest in the event of a dispute. 
 To comply in good faith with applicable laws, legal processes, and lawful government requests. 
 To understand what may be of interest to you as a customer. 
 To deliver relevant news, offers, and other content to you and measure and understand the 

effec veness of the content. 
 To ask and enable you to take a survey. 
 To use data analy cs to debug, op mize, and improve our products and services, marke ng, 

customer rela onships and experiences. 
 To perform an intake and assess your employment applica on and to contact you regarding the 

hiring process. 
 To provide and administer human resources services for Edge employees. 
 Improve user experience. 



 
 Market and adver se our products and services. 
 Enable you to share informa on with social networks and to interact with Edge on social media 

networks. 
 Maintain the integrity of our network and address security issues. 
 Inves gate or take ac on regarding viola ons or suspected viola ons of law or our terms. 
 Comply with legal and/or regulatory requirements. 

Edge and our service providers also use the informa on you provide to send you communica ons, 
including promo onal messages about Edge and topics of interest, via email, postal mail, SMS, and 
phone, as permi ed by local law and subject to your contact preferences. 
When you visit our sites, we may collect certain informa on by automated means, using web cookies 
and web server logging. 
 
Collec on and Use of Loca on Data 
The personal informa on that Edge processes is transferred to, stored, and processed in the United States 
or any other country where Edge or its affiliates or subcontractors maintain facili es. The data protec on 
laws in these countries are different from and could be less stringent than those in your country of 
residence. We take steps to ensure that the data we collect under this Statement is processed according 
to the provisions of this Statement and the requirements of applicable law wherever the data is stored. 
We may collect personal informa on about you from the following sources: 

 From You – Such as when you subscribe to our publica ons, purchase an item, request 
marke ng to be sent to you, enter a promo on, complete a survey, or correspond with us by any 
means. As you interact with our website, we will automa cally collect Technical Data about your 
equipment, browsing ac ons, and pa erns. We collect this data using cookies, server logs, and 
similar technologies. 

 Publicly Available Sources – Such as informa on that you or your organiza on make publicly 
available online. 

Informa on Collected Automa cally 
When you visit our website, we may collect certain informa on by automated means, using technologies 
such as browser cookies. Cookies are files that websites send to your computer or other internet-
connected device to iden fy your browser uniquely or to store informa on or se ngs on your device. 
Cookie files may be used to recognize you as the same user across different visits to the website. 
Knowing how a user uses the site through cookies enables us to tailor our content and site to meet 
customer needs more effec vely. It also allows us to improve the quality of your access by ensuring the 
site is properly forma ed for your computer and web browser. 

All visitors are prompted to accept/reject cookies on Edge Autonomy websites. Cookies that are 
accepted are used to record user cookie consent, website forma ng, Google site-visita on sta s cs, and 
YouTube preferences. 

Cookie usage is limited to the Marke ng Department and Human Resources Recrui ng program. 

Third-Party Websites 
We are not responsible for the prac ces employed by any websites or services linked to or from our 
website, including their informa on or content. Your usage and browsing on any such website are subject 
to that website's owner policies, including the third party's privacy policy.  Please review the privacy 



 
no ces posted on other websites that you may access through our website. We may provide you with 
addi onal or different privacy no ces in specific instances that describe how your personal informa on is 
collected and used for a specific service. 
 
With Whom Do We Disclose Personal Informa on 
We may disclosure your personal informa on with the following categories of third par es: 
 

 Our Service Providers: We may disclose your personal informa on to our affiliates and service 
providers for the abovemen oned purposes. For example, we may rely on service providers to 
host and maintain our website, perform backup and storage services, process payments, collect 
debts, provide customer service, transmit communica ons, deliver products, and perform 
analy cs services. 

 Government Agencies, Regulators, and Professional Advisors: When required by applicable law, 
we may also need to transfer your personal data to government agencies and regulars (e.g., tax 
authori es, courts, and government authori es) to comply with our legal obliga ons and to 
external professional advisors on necessary to defend our legal interests. 

 Organiza ons Involved in Business Transfers: If we sell, merge, or reorganize our company, we 
expect that the personal informa on that we have collected will be transferred to the surviving 
en ty in accordance with applicable law. 

How Do We Protect Personal Informa on 
We implement and maintain technological, physical, and administra ve procedures to protect your 
personal informa on from loss, misuse, unauthorized access, disclosure, altera on, and destruc on, 
considering the risks involved in the processing and the nature of the personal informa on. 

Although we endeavor to keep informa on secure, we cannot guarantee that our security measures will 
prevent every unauthorized a empt to access, use, or disclose personal informa on. We maintain 
procedures to deal with any suspected breach of personal informa on, and we will no fy you and any 
applicable regulator of a breach where we are legally required to do so. 

Liability in Onward Transfers 
We understand our responsibility for the onward transfers of personal informa on to third par es. We 
will ensure that any third par es receiving personal informa on from us have appropriate data 
protec on safeguards in place.  While we take reasonable steps to select reputable third par es and 
enter into appropriate contractual agreements, we cannot guarantee the ac ons or prac ces of these 
third par es. However, we will make efforts to ensure that they handle personal informa on in a manner 
consistent with applicable data protec on laws and our privacy commitments. 
 
Your Privacy Rights 
Under applicable laws, you may have legal rights to access, update, correct, port, or erase certain personal 
informa on that we have about you or restrict or object to how we use it. If you have such rights and your 
request complies with the requirements under applicable laws, we will give effect to your rights as 
required by law. For more informa on regarding rights that may apply to you, please review your specific 
privacy no ce. 
 
California Privacy No ce 
If you are a resident of California, our California Privacy No ce also applies to you (see policy at the end 
of the Edge Autonomy’s Privacy Policy). 



 
 
Exercise of Rights per the European Union General Data Protec on Regula on (GDPR) 
If you are located in the European Economic Area, the United Kingdom, or Switzerland (collec vely 
"EEA+"), our EEA+ Privacy No ce also applies to you. 
 
Edge Autonomy complies with the EU-U.S. Data Privacy Framework (EU-U.S. DPF) as set forth by the U.S. 
Department of Commerce.  Edge Autonomy has cer fied to the U.S. Department of Commerce that it 
adheres to the EU-U.S. Data Privacy Framework Principles (EU-U.S. DPF Principles) with regard to the 
processing of personal data received from the European Union in reliance on the EU-U.S. DPF.  If there is 
any conflict between the terms in this privacy policy and the EU-U.S. DPF Principles, the Principles shall 
govern.  To learn more about the Data Privacy Framework (DPF) Program, and to view our cer fica on, 
please visit h ps://www.dataprivacyframework.gov/ 
 
In compliance with the EU-U.S. DPF, Edge Autonomy commits to cooperate and comply respec vely with 
the advice of the panel established by the EU data protec on authori es (DPAs) with regard to 
unresolved complaints concerning our handling of human resources data received in reliance on the EU-
U.S. DPF in the context of the employment rela onship. 

To exercise any rights, you may have under applicable privacy laws, please contact us using the details in 
the "Contact Us" sec on below. We may need to request specific informa on from you to help us 
confirm your iden ty and ensure your right to access your personal data (or to exercise any of your other 
rights). This is a security measure to ensure that personal data is not disclosed to any person who has no 
right to receive it. 

To opt-out of marke ng communica ons, please email us at privacy@edgeautonomy.io or by following 
the instruc ons in the email or text. Please note that even if you unsubscribe from certain 
correspondence, we may s ll need to contact you with important transac onal or administra ve 
informa on, as permi ed by law. Addi onally, if you withdraw your consent or object to processing or 
choose not to provide certain personal informa on, we may be unable to offer you some or all our 
services. 

We maintain administra ve, technical, and physical safeguards to protect the personal informa on you 
provide on the Sites against accidental, unlawful, or unauthorized destruc on, loss, altera on, access, 
disclosure, or use. 

Federal Trade Commission (FTC) Compliance 
Edge Autonomy acknowledges that our organiza on is subject to the inves gatory and enforcement 
powers of the Federal Trade Commission (FTC).  In case of privacy or data security breaches, we will 
cooperate with the FTC and take necessary measures to address such incidents promptly and in 
compliance with applicable laws and regula ons. 
Binding Arbitra on 
Under certain condi ons, you have the possibility to invoke binding arbitra on for the resolu on of 
disputes related to your personal informa on.  This op on is subject to the terms and procedures set 
forth in Annex I of the Data Protec on Framework (DPF) Principles.  To invoke binding arbitra on, you 
must deliver no ce to our organiza on and adhere to the procedures and condi ons stated in Annex I of 
the DPF Principles. 
 
Children’s Privacy 



 
We do not knowingly collect or solicit any personal informa on from children under the age of 16. If we 
learn that we have collected personal informa on from a child, we will promptly take steps to delete 
that informa on. If you are a parent or legal guardian and think your child has given us their personal 
informa on, email us at privacy@edgeautonomy.io or contact us using the informa on listed in the 
“Contact Us” sec on below. 
 
Data Reten on 
We will retain your personal informa on for only as long as necessary to fulfill the purposes for which it 
has been collected or any longer reten on period required by applicable Local, State, Federal, or Country 
law. 
 
Corporate Changes 
In the event of a reorganiza on, merger, sale, joint venture, assignment transfer, or other disposi on of 
all or any por on of our business or assets, Edge Autonomy is likely to disclose your personal informa on 
to the new owners, subject to a requirement that such informa on be used only in accordance with this 
Statement, or as otherwise permi ed under an applicable agreement. 

Contact Us 
You may contact us using the following details: 
 
Email: privacy@edgeautonomy.io  
Postal Mail: Edge Autonomy Opera ons, LLC., A n: Privacy/Legal, 831 Buckley Road, San Luis Obispo, CA 
93401 
 
Statement Revision 
When we modify our Privacy Statement, we will post the updated statement here, with an updated 
effec ve date, as indicated below.  IF we change the Statement in a material way, we will provide 
appropriate no ce to you. 
 
Effec ve Date: December 8, 2023 
Last Date Updated: December 8, 2023 
 
 
 
 

CALIFORNIA PRIVACY NOTICE 
Last updated December 8, 2023 

 
We at Edge Autonomy respect your concerns about privacy. This Edge Autonomy Privacy Statement for 
California Residents (“Statement”) supplements the Edge Autonomy Privacy Policy published on its 
website and other company privacy no ces that reference this Statement.  It applies solely to residents 
of California and addresses personal informa on we collect both online and offline. 
 
This Statement uses certain terms that have the meaning given to them in the California privacy laws. 
 
Informa on We Collect  



 
We may collect the following categories of personal informa on about you:  

 Contact Informa on, including name, alias, mailing address, email address, phone number. 
 Personal Informa on, including ethnicity, na onal origin, ci zenship, age, date of birth, gender, 

marital status, disability, military and veteran status.  
 Iden fica on Informa on, including Social Security number, federal tax ID number, driver’s 

license number, passport number, state iden fica on card number.  
 Financial Informa on, including bank account number, credit card number, debit card number, 

and other similar informa on.  
 Unique Personal Iden fiers, including device iden fier; cookies, beacons, pixel tags, mobile ad 

iden fiers and similar technology; customer number, unique pseudonym, or user alias; other 
forms of persistent or probabilis c iden fiers; account name and other log-in creden als; 
insurance policy number.  

 Internet and Other Electronic Network Ac vity Informa on, including IP address, browsing 
history, search history, digital communica ons with the company, and informa on regarding 
your interac on with websites, applica ons or adver sements.  

 Employment Informa on, including work history, salary history, work authoriza on informa on, 
informa on about security clearances, civil and criminal court history, skills, cer fica ons, and 
other professional or employment-related informa on.  

 Educa on Informa on, including résumé or C.V., cover le ers, educa on history.  
 Inferences: inferences drawn from any of the informa on iden fied above to create a profile 

about you reflec ng your preferences, characteris cs, psychological trends, predisposi ons, 
behavior, a tudes, intelligence, abili es, and ap tudes  
 

Of the personal informa on collected, we may collect the following categories of sensi ve personal 
informa on about you:  
 Personal informa on, including ethnicity, na onal origin.  
 Iden fica on informa on, including Social Security number, federal tax ID number, driver’s 

license number, passport number, state iden fica on card number.  
 Financial informa on, including bank account number, credit card number, debit card number, 

and other similar informa on.  
 Unique personal iden fiers, including account name and other log-in creden als. 

 
 
 
 
How We Use the Informa on We Collect 
 

Purposes Categories of Personal Informa on 
To provide products and services Contact Informa on, Personal Informa on, 

Iden fica on Informa on, Financial Informa on, 
Unique Personal Iden fiers, Internet and Other 
Electronic Network Ac vity Informa on, 
Employment Informa on, Educa on Informa on, 
Inferences 

To fulfill the reason you provided the informa on Contact Informa on, Personal Informa on, 
Iden fica on Informa on, Financial Informa on, 
Unique Personal Iden fiers, Internet and Other 



 
Electronic Network Ac vity Informa on, 
Employment Informa on, Educa on Informa on, 
Inferences 

To provide you with support and to respond to 
your requests or inquiries, including to inves gate 
and address any concerns and monitor and 
improve our responses 

Contact Informa on, Personal Informa on, 
Iden fica on Informa on, Financial Informa on, 
Unique Personal Iden fiers, Internet and Other 
Electronic Network Ac vity Informa on, 
Employment Informa on, Educa on Informa on, 
Inferences 

To operate, evaluate and improve our business 
(including developing new products and service; 
enhancing and improving our products and 
services; managing our communica ons, 
analyzing our products, services and 
communica ons; and performing accoun ng, 
audi ng, data analy cs and other internal 
func ons) 

Contact Informa on, Personal Informa on, 
Iden fica on Informa on, Financial Informa on, 
Unique Personal Iden fiers, Internet and Other 
Electronic Network Ac vity Informa on, 
Employment Informa on, Educa on Informa on, 
Inferences 

To undertake internal research for technological 
development and demonstra on 

Contact Informa on, Personal Informa on, 
Iden fica on Informa on, Financial Informa on, 
Unique Personal Iden fiers, Internet and Other 
Electronic Network Ac vity Informa on, 
Employment Informa on, Educa on Informa on, 
Inferences 

To protect against, iden fy and prevent 
cybersecurity and other security events, 
espionage, fraud, and other unlawful ac vity, 
claims, and other liabili es; and prosecu ng 
those responsible 

Contact Informa on, Personal Informa on, 
Iden fica on Informa on, Financial Informa on, 
Unique Personal Iden fiers, Internet and Other 
Electronic Network Ac vity Informa on, 
Employment Informa on, Educa on Informa on, 
Inferences 

To comply with and enforce applicable legal 
requirements, contractual obliga ons, relevant 
industry standards and our policies 

Contact Informa on, Personal Informa on, 
Iden fica on Informa on, Financial Informa on, 
Unique Personal Iden fiers, Internet and Other 
Electronic Network Ac vity Informa on, 
Employment Informa on, Educa on Informa on, 
Inferences 

To respond to law enforcement requests Contact Informa on, Personal Informa on, 
Iden fica on Informa on, Financial Informa on, 
Unique Personal Iden fiers, Internet and Other 
Electronic Network Ac vity Informa on, 
Employment Informa on, Educa on Informa on, 
Inferences 

To evaluate or conduct a merger, dives ture, 
restructuring, reorganiza on, dissolu on, or 
other sale or transfer of some or all of our assets, 
whether as a going concern or as part of 
bankruptcy, liquida on, or similar proceeding, in 

Contact Informa on, Personal Informa on, 
Iden fica on Informa on, Financial Informa on, 
Unique Personal Iden fiers, Internet and Other 
Electronic Network Ac vity Informa on, 
Employment Informa on, Educa on Informa on, 
Inferences 



 
which personal informa on held by us is among 
the assets transferred 

 
Prior Collec on, Use and Disclosure of Personal Informa on 
 
We may have collected and used your personal informa on, as described in “Informa on We Collect” 
and “How We Use the Informa on We Collect” sec ons above, during the 12-month period prior to the 
effec ve date of this Statement.  
 
For personal informa on collected during such meframe, we describe below:  

A. The categories of sources from which we may have obtained the personal informa on. 
B. The categories of personal informa on we may have disclosed for a business purpose and the 

categories of persons to whom we may have disclosed such informa on. 
C. The categories of personal informa on we may have sold or shared to a third party, if any. a. 

Sources of Personal Informa on  
 

A. Sources of Personal Informa on 
 
We may have obtained personal informa on about you from various sources, including as described 
below. 
 

Categories of Sources of Data Collec on Categories of Personal Informa on 
Directly from you (such as when you provide 
iden fiers to gain access to one of our facili es) 

Contact Informa on, Personal Informa on, 
Iden fica on Informa on, Financial Informa on, 
Unique Personal Iden fiers, Internet and Other 
Electronic Network Ac vity Informa on, 
Employment Informa on, Educa on Informa on, 
Inferences 

Indirectly from you (such as when our security 
cameras capture your image) 

Personal Informa on, Unique Personal Iden fiers, 
Internet and Other Electronic Network Ac vity 
Informa on, Inferences 

From your devices (such as when you browse or 
use our website) 

Unique Personal Iden fiers, Internet and Other 
Electronic Network Ac vity Informa on 

Our subsidiaries Contact Informa on, Personal Informa on, 
Iden fica on Informa on, Financial Informa on, 
Unique Personal Iden fiers, Internet and Other 
Electronic Network Ac vity Informa on, 
Employment Informa on, Educa on Informa on, 
Inferences 

Vendors who provide services on our behalf Unique Personal Iden fiers, Internet and Other 
Electronic Network Ac vity Informa on 

Our customers and business partners (such as 
subcontractors and suppliers) 

Contact Informa on, Personal Informa on, 
Iden fica on Informa on, Financial Informa on, 
Unique Personal Iden fiers, Internet and Other 
Electronic Network Ac vity Informa on, 
Employment Informa on, Educa on Informa on, 
Inferences 



 
Cybersecurity informa on sharing resources Contact Informa on, Personal Informa on, 

Iden fica on Informa on, Financial Informa on, 
Unique Personal Iden fiers, Internet and Other 
Electronic Network Ac vity Informa on, 
Employment Informa on, Educa on Informa on, 
Inferences 

Social Networking Services Contact Informa on, Personal Informa on, 
Unique Personal Iden fiers, Internet and Other 
Electronic Network Ac vity Informa on, 
Employment Informa on, Educa on Informa on 

Public databases Contact Informa on, Personal Informa on, 
Unique Personal Iden fiers, Employment 
Informa on, Educa on Informa on 

 
B. Disclosure of Personal Informa on for a Business Purpose 

 
We may have disclosed certain categories of personal informa on to certain categories of persons for 
business purposes, including as described below. 
 

Categories of Persons Categories of Personal Informa on 
Our subsidiaries Contact Informa on, Personal Informa on, 

Iden fica on Informa on, Financial Informa on, 
Unique Personal Iden fiers, Internet and Other 
Electronic Network Ac vity Informa on, 
Employment Informa on, Educa on Informa on, 
Inferences 

Vendors who provide services on our behalf Contact Informa on, Personal Informa on, 
Iden fica on Informa on, Financial Informa on, 
Unique Personal Iden fiers, Internet and Other 
Electronic Network Ac vity Informa on, 
Employment Informa on, Educa on Informa on, 
Inferences 

Our customers and business partners (such as 
subcontractors and suppliers) 

Contact Informa on, Personal Informa on, 
Iden fica on Informa on, Financial Informa on, 
Unique Personal Iden fiers, Internet and Other 
Electronic Network Ac vity Informa on, 
Employment Informa on, Educa on Informa on, 
Inferences 

Par cipants in cyber security informa on 
resources (when related to a cyber threat 
indicator) 

Contact Informa on, Personal Informa on, 
Iden fica on Informa on, Financial Informa on, 
Unique Personal Iden fiers, Internet and Other 
Electronic Network Ac vity Informa on, 
Employment Informa on, Educa on Informa on, 
Inferences 

Government agencies, law enforcement, courts, 
and regulators 

Contact Informa on, Personal Informa on, 
Iden fica on Informa on, Financial Informa on, 
Unique Personal Iden fiers, Internet and Other 



 
Electronic Network Ac vity Informa on, 
Employment Informa on, Educa on Informa on, 
Inferences 

Other par es in the event of a corporate 
transac on, such as an acquisi on 

Contact Informa on, Personal Informa on, 
Iden fica on Informa on, Financial Informa on, 
Unique Personal Iden fiers, Internet and Other 
Electronic Network Ac vity Informa on, 
Employment Informa on, Educa on Informa on, 
Inferences 

 
C. Sale or Sharing of Personal Informa on 

 
We do not sell your personal informa on to third par es in exchange for monetary or other valuable 
considera ons, nor do we share your personal informa on with third par es for cross-context behavioral 
adver sing. 
 
Data Reten on 
Your personal informa on will be retained as long as necessary to achieve the purposes described above 
in “How We Use The Informa on We Collect”, unless we (or our service provider(s)) have to retain the 
informa on for a longer period to be able to run regular blocking/dele on rou nes, to take into account 
the applicable statute of limita on period, or to comply with a legal reten on obliga on. 
 
Your Rights and Choices  
We offer you certain choices in connec on with the personal informa on we collect from you. If you are 
a California resident, the California privacy laws provide you with specific rights regarding your personal 
informa on. This sec on describes such rights and explains how to exercise those rights.  
 
Subject to applicable law, you have the right to request access to and correc on or dele on of your 
personal informa on. You have the right to receive the requested informa on in a commonly used 
machine-readable format to the extent feasible, and to transmit this informa on to a third-party 
organiza on without cost. We will not discriminate against you for exercising any of these rights. You can 
exercise these rights by contac ng us as indicated in the “How to Contact Us” sec on below. In addi on, 
you have the right to make a complaint with a data protec on authority. 
 
How to Submit a Request  
To exercise your right, you must submit a verifiable request to us using one of the means iden fied in the 
“How To Contact Us” sec on below. Only you, or someone legally authorized to act on your behalf, may 
make a verifiable request for your personal informa on. You may only submit a request twice within a 
12-month period. We do not typically charge a fee to process a verifiable request. If we determine that 
your request warrants a fee due to its nature, we will explain our ra onale for assessing a fee and 
provide you with a cost es mate before comple ng your request. 
 
Updates to This Statement  
This Statement may be updated periodically and without prior no ce to you to reflect changes in our 
personal informa on prac ces. We will post the updated version on our Sites and indicate at the top of 
the Statement when it was most recently updated.  
 
How To Contact Us  



 
If you have any ques ons or comments about this Statement or the ways in which we collect and use 
your informa on described here, wish to exercise the rights and choices you may have, or want to 
request this Statement in an alternate form, please contact us using one of the methods described 
below: 
 
Email: privacy@edgeautonomy.io 
 
Postal Mail: 
 Edge Autonomy Opera ons, LLC. 
 A n: Privacy Office 

2411 Dulles Corner Park, #450 
Herndon, VA 20171 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

 
European Economic Area, The United Kingdom, or Switzerland (EEA+) 

Privacy Notice 
Last updated October 23, 2023 

If you are located in the European Economic Area, the United Kingdom, or Switzerland (EEA+), and access 
our website, this EEA+ Privacy No ce applies to you.  

As men oned in our other privacy disclosures, we don’t sell your personal informa on (also referred to as 
“personal data”), but the data protec on laws of the EEA+, including the General Data Protec on 



 
Regula on and the UK GDPR (together, “GDPR”), require us to provide informa on about our data 
processing prac ces of certain people in the EEA+. 

1. Who is the Data Controller 
 Edge Autonomy Opera ons is the controller and responsible for your personal data. 
 Our representa ve in the European Union for data protec on ma ers, pursuant to Ar cle 27 

of the GDPR is TET. 
 Our representa ve in the United Kingdom for data protec on ma ers, pursuant to Ar cle 27 

of the GDPR is TET. 
 For more informa on about how to contact us or our representa ves, please see Sec on 7 of 

the EEA+ Privacy No ce. 
 

2. What are Our Legal Bases for Processing Personal Data 
We rely on the following legal bases to process your personal data, as appropriate: 

 Necessary for us to perform a contract with you or take steps at your request prior to entering 
into a contract (“Contract Performance Legal Basis”), to comply with an applicable legal 
obliga on (“Legal Obliga ons Legal Basis”), or to realize a legi mate interest based on an 
assessment of that interests and your privacy and other fundamental interests (“Legi mate 
Interest Legal Basis”); and 

 Is performed according to your consent (“Consent Legal Basis”). 
 
More informa on is provided below. Please contact us if you need details. 

Purpose of Use or Disclosure Legal Basis 
To manage our rela onship with you which will 
include:  
(a) Communica ng with you about our services, 
including no fying you about changes to our 
terms or privacy policy  
(b) Asking you to leave a review or take a survey 

• If we are legally obligated to respond to your 
request or inquiry, Legal Obliga ons Legal Basis.  
• In all other cases, Legi mate Interest Legal Basis, 
including to maintain the quality of and keep our 
records updated, and understand how customers 
use our website so that we can improve them for 
you and others. 

To process and deliver your order including: 
(a) Manage payments, fees, and charges 
(b) Collect and recover money owed to us 

• Contract Performance Legal Basis based on our 
Terms of Service, Terms of Sale or other applicable 
contract.  
• If the processing of your personal data is 
necessary for us to collect amounts owed to us, 
Legi mate Interest Legal Basis based on this 
legi mate interest. 

To administer and protect our business and this 
website (including troubleshoo ng, data analysis, 
tes ng, system maintenance, support, repor ng, 
and hos ng of data). 

• If the processing is necessary to comply with an 
applicable contractual obliga on with you, 
Contract Performance Legal basis per the 
applicable contract.  
• If the processing is necessary to comply with an 
applicable legal obliga on, such as under data 
security laws, Legal Obliga ons Legal Basis.  
• In all other cases, Legi mate Interest Legal 
Basis, including as necessary to run our business, 



 
provide administra on and IT services, maintain 
network security, and prevent fraud. 

To understand what may be of interest to you, 
deliver relevant website content to you, and to 
measure or understand the effec veness of the 
content we service to you, in accordance with 
applicable law. 

• We process your personal data and contact you 
for direct marke ng purposes on Consent Legal 
Basis as required by applicable law.  
• In all other cases, Legi mate Interest Legal Basis 
as necessary to understand how customers use 
our products and services, to develop and improve 
them for you and others, to remain a compe ve 
business, and to inform our marke ng strategy. 

To use data analy cs to improve dour website, 
products, services, marke ng, customer 
rela onships, and experiences. 

• Legi mate Interest Legal Basis as necessary to 
define types of customers for our products and 
services, to keep our website updated and 
relevant, to develop our business, and to inform 
our marke ng strategy. 

To comply with legal obliga ons that apply to us, 
monitor, and ensure compliance with our terms, 
and defend our legal interests in the event of a 
poten al dispute. 

• Contract Performance Legal Basis based on our 
Terms of Service, Terms of Sale or other 
applicable contract.  
• If necessary to comply with applicable laws, 
Legal Obliga ons Legal Basis per applicable laws.  
• In all other cases, Legi mate Interest Legal Basis 
to prevent fraud, danger, or other unlawful 
conduct, and to defend our legi mate legal 
interests. 

Disclose your personal data to our service 
providers (i.e., processors) as necessary to 
achieve the above purposes. 

• The lawful bases listed above apply to any 
disclosure necessary to further the corresponding 
purpose. 

Disclose your personal data to a prospec ve or 
actual purchaser or seller in the context of a 
merger, acquisi on, or other reorganiza on or 
sale of our business or assets. 

• If the confiden al processing of your personal 
data is necessary for us to evaluate or execute such 
a transac on while protec ng our trade secrets or 
sensi ve business informa on and your privacy 
interests do not override such interests, Legi mate 
Interest Legal Basis based on the pursuit of such 
legi mate interests.  
• Otherwise, we will obtain your consent and rely 
on Consent Legal Basis. 

Disclose your personal data to courts, law 
enforcement, or regulatory authori es as 
permi ed or required by applicable law. 

• If necessary to comply with applicable laws, 
Legal Obliga ons Legal Basis per applicable laws.  
• In all other cases, Legi mate Interest Legal Basis 
to prevent fraud, danger or other unlawful 
conduct, and to defend our legi mate legal 
interests. 

 

3. How Do We Protect Personal Data If We Transfer It Interna onally 
We may transfer your personal data to service providers and business partners outside of the EEA. 
 



 
Some of these recipients are located in countries in respect of which either the European Commission 
and/or UK Government (as and where applicable) has issued adequacy decisions, in which case, the 
recipient’s country is recognized as providing an adequate level of data protec on under UK and/or 
European data protec on laws (as applicable) and the transfer is therefore permi ed under Ar cle 45 
of the GDPR.  
 
Some recipients of your personal data may be located in countries outside the EEA and/or the UK for 
which the European Commission or UK Government (as and where applicable) has not issued 
adequacy decisions in respect of the level of data protec on in such countries (“Restricted Countries”). 
For example, the United States is a Restricted Country. Where we transfer your personal data to a 
recipient in a Restricted Country, we will either: 
 

 Enter into appropriate data transfer agreements based on so-called Standard Contractual 
Clauses approved from me-to- me under GDPR Art. 46 by the European Commission, the 
UK Informa on Commissioner’s Office or UK Government (as and where applicable); or 

 Rely on other appropriate means permi ed by GDPR Ch. V, which establish that such 
recipients will provide an adequate level of data protec on and that appropriate technical 
and organiza onal security measures are in place to protect personal data against accidental 
or unlawful destruc on, loss or altera on, unauthorized disclosure, or access, and against all 
other unlawful forms of processing. 

 

You may ask for a copy of such appropriate data transfer agreements by contac ng us using the contact 
details below. 

4. How Long Do We Retain Personal Data 

We will only keep personal data for as long as reasonably necessary to fulfil the purposes we collected 
it for. We may keep your personal data for a longer period to comply with our legal obliga ons or in 
the event of a complaint or li ga on. 

5. Your Rights 

Regarding your personal data, you may have the right to: 

 Request Access (Commonly known as a "data subject access request") - Enables you to receive 
a copy of the personal data we hold about you and informa on about how it is processed. 

 Request Correc on - Enables you to have any incomplete or inaccurate data we hold about 
you corrected, though we may need to verify the accuracy of the new data you provide to us. 

 Request Erasure - Enables you to ask us to delete or remove personal data where there is no 
lawful reason for us con nuing to store or process it, where you have successfully exercised 
your right to object to processing (see below), where we may have processed your informa on 
unlawfully or where we are required to erase your personal data to comply with local law. 
Note, however, that we may not always be able to comply with your request of erasure for 
specific legal reasons that will be no fied to you, if applicable, at the me of your request. 



 
 Object to Processing - Where we are relying on a legi mate interest (or those of a third party) 

and there is something about your par cular situa on that makes you want to object to 
processing on this ground as you feel it impacts on your fundamental rights and freedoms. 

 Request Restric on of Processing - Enables you to ask us to suspend the processing of your 
personal data if, (i) you want us to establish the data's accuracy; (ii) where our use of the data 
is unlawful but you do not want us to erase it; (iii) where you need us to hold the data even if 
we no longer require it as you need it to establish, exercise or defend legal claims; or (iv) you 
have objected to our use of your data but we need to verify whether we have overriding 
legi mate grounds to use it. 

 Request the transfer of your personal data to you or to a third party. We will provide you, or 
a third party you have chosen, your personal data in a structured, commonly used, machine-
readable format. Note that this right only applies to automated informa on which you ini ally 
provided consent for us to use or where we used the informa on to perform a contract with 
you.  

 Withdraw consent at any me where we are relying on consent to process your personal 
data. However, this will not affect the lawfulness of any processing carried out before you 
withdraw your consent.  

To exercise these rights, please contact us using the contact details below.  

Although we urge you to contact us first to find a solu on for every concern you may have, you 
always have the right to lodge a complaint with your competent data protec on authority. 

6. Your Choices 

You are not required to provide personal data to us but if you do not provide any personal data to us, 
you may not be able to use our website or we may not be able to authen cate and assist you with 
your orders, inquiries or requests, and we generally will not be able to provide you with our products 
and services. 

7. Contact Us 

Email: privacy@edgeautonomy.io 
 

Postal Mail: 
Edge Autonomy Opera ons, LLC. 
A n: Privacy Office 
2411 Dulles Corner Park, #450 
Herndon, VA 20171 


